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Deputy T.A. Vallois of St. Saviour (Chairman):

Good morning. Welcome to the Corporate Servicesut®ly Panel for Data
Protection. | would like to first of all refer yoattention to the protocol in front of
you and ensure you are happy with that.

President, Jersey Chamber of Commer ce:
| have been here before. | have read that, yaasas fine.

Deputy T.A. Vallois:
| would just ask you to provide your name and tifl¢hat is possible.

President, Jersey Chamber of Commer ce:
Yes. Ray Shead, President of the Jersey Chamlé&sramerce.

Deputy T.A. Vallois:
| am Deputy Tracey Vallois, Chairman of the Datatction Scrutiny Sub-Panel.

Senator S.C. Ferguson:
Senator Sarah Ferguson.

Mrs. H. Ruelle (Panel Adviser):
| am Helen Ruelle from Mourant du Feu et Jeunelaad the panel’s legal adviser.
We have met.

President, Jersey Chamber of Commer ce:



We have met where you scared the hell out of ounbegs when you told them all
about employment law.

Mrs. H. Rudlle
That is it.

President, Jersey Chamber of Commer ce:
That made, especially the small businessmen, & tbiem petrified.

Mrs. H. Rudle:
| am sorry to hear that.

President, Jersey Chamber of Commer ce:
It was interesting but it did terrify them.

Deputy D.J. De Sousa of St. Helier:
| am Deputy Debbie De Sousa.

Deputy T.A. Vallois:

We are here today basically to talk about the psafgofor the amendments to the
Data Protection (Jersey) Law and we would just tikdind out, first of all, exactly
what the views of the Chamber of Commerce are emptbposed amendments.

President, Jer sey Chamber of Commer ce:

Yes, okay. Well, | have had a look through therhave discussed them with our
legal adviser, who unfortunately cannot be with today or else it would be like a
double act. | do not think that a lot of our memshespecially the smaller companies,
are really very familiar at all with the Data Prdien Law. It really does not come
across their radar except if you are holding rathan account information, like in my
day job, but depending on the size of your busiress$o whether or not you are
registered with the Data Protection Authority anldether you pay the fees. | know,
for example, the chamber we do pay £150 a yeargtwhthink we should be under
the charities here but whether that will work | aot sure. Larger companies, | am
sure, are involved much more. They have complsrmed this sort of thing,
compliance systems in place, but as far as sntakenbers are concerned | think this
does not hardly feature on their radar at all. kdew about data protection, that it
exists, but | do not think a lot of businesses\@g/ much involved in it at all or
possibly even think about it too much. That ig sfrike a general comment, let us
put it like that. | have gone through some ofd@heendments that have come forward.
| have got some notes here and | would like toipata different way rather than 1, 2
and 3. 'would like to start with the ones tha iom a different viewpoint.

Deputy T.A. Vallois:
That is fine.

President, Jersey Chamber of Commer ce:

Firstly, if | can say amendment 2. | do not realge a problem there at all because
somebody locally does not have to be a high poweoadpetition lawyer who could
be president. It really needs more perhaps som&idhe how can | put it - nous and
common sense because it needs to fit into the Emaronment here. | think one of



the problems sometimes in government that you ateng in very high powered
people for maybe not such high powered solutioas dhe applicable to Jersey. That
is the point that | am making. So | do not redfiink there is a problem there at all
with that one. Amendment 5, thinking in particubdmmedical records and this sort of
thing where doctors would charge a patient, pebplee a right to have their medical
records, to know their medical records. | am git@nnderstand that sometimes this
might turn out to be a lot of a work for doctorgidrthink it is fairly fair that a charge
is made for it, and the £50 figure has been sugdebsut people do have a right to ...
but whether or not you get from your doctor yout fuedical history, which is what
you may need and especially if there is any solitightion or legal procedures going
on, if you want it I am afraid it is one of the @ne. | say this with some trepidation.
It is a sort of user pays policy; if you want itelreally, you have got to pay for it. It
is a bit like having to pay for your credit chedkdathis sort of thing. Obviously |
guess there is quite a lot of work involved bublrbt see that that is an issue. You
are not denying anybody the right to see their cadiecord but if you want to see
the whole lot, depending on your personal histtingt might be a lot so therefore
there is quite a lot of work involved and | gudsattis something that really has to be
paid for. Can you hear me okay with this?

Deputy T.A. Vallois:
Yes, thank you.

President, Jersey Chamber of Commer ce:

On amendment 6, and this is advice that | have thad the foundations are a bit like
a trust or a bit different between a trust and mgany, but foundations should be
treated under the law the same as trusts. Sofibanes can only request certain
information on their accounts. | really think tissmuch more of a finance thing. |
am sure Jersey Finance could comment on thatoh mdre detail than we can and |
can at chamber but it is just equality, let us putke that, of the 2 types. The
difference between a trust and a foundation ist afoa moot point legally, which 1
must admit | do not fully understand but it seenysadvice is there is not a lot in it, it
is just a different way of doing things and it fgak purely a financial structure. |
think maybe Jersey Finance are best to adviseain #hs | have already alluded to,
on amendment 8 an exemption of fees for chariiegobd. There is not much point
in raising money and then paying it back to the &oment again. So | put my hand
up. Whether the chamber counts as a charity | anguite sure but, anyway, we do
pay our data protection fees. I think that when goe talking about the powers of the
Data Protection Commissioner most of our membegsgaing to be fairly neutral
about this. You have got amendment 3 which hashgupenalties up. Well, I do not
see that anybody is going to be too worried abbat bne, from our membership
perspective anyway. Number 4, the police alreadyehthe power to seize computers
and whatever, as we know. | think that is reallgtjbringing the law up to date. |
think people ... my business, my BlackBerry, weéhavot of data on computers and
if there is a criminal investigation going on itdecuments as well as, | think, the
computers can be done, so long as it is done ¢tyrr@ed sensitively and | think that
is really important. Amendment 7, drug offenc&gell, | do not in any way condone
or support drugs and drug offences and whateveatsieebe done needs to be done to
the full extent of the law. If that needs to beeawhed to cover drug offences, well so
be it. | am speaking more for myself personallywrtban our members but nobody
would support any form of drug dealing of any smttherefore if the law is going to



give more power to the commissioner to changelthat certain that is the right way
to go. We do not have a problem with that at && you probably realise now, by a
bit of trial and error, we are a little bit concechperhaps about amendment 1. | am
given to understand that this goes a lot furthantb.K. (United Kingdom) current
law and would allow the commissioner to ask foromfation relating to possible
breaches of the law. At the moment, so | undedsténis just restricted to data
controllers and data processors. | have got afleympathy for what they want to do
but | think there might be a problem here where goel getting people who are not
involved in great detail in the collection of data be answerable if there is an
investigation going on. | think it is an area, giby a grey area, that needs to be
perhaps considered a bit more as to who woulddi®eliand how far do you dig, to
put it mildly in a way, and are you calling up p&opo maybe give evidence, give
sworn statements and this sort of thing, who aaéyrenaybe not fully up to speed on
all the aspects, a bit like somebody who is forgniallcompliance as a data controller
or data processor. Do you see the point that frexking? It is just a possibility that
it might involve people who are really not fullyeaer on where their responsibilities
lie.

Deputy T.A. Vallois:

Like you said at the beginning, data protectiohtte members of the Chamber of
Commerce are aware of it but it is not necessdhnft they have to deal with it
constantly on a day-to-day basis so they do not hhe full understanding of the
complexities of the law. Therefore if this amendineas to be served upon any
other person do you see that being a problem psadple understanding?

President, Jer sey Chamber of Commer ce:

It is a question of understanding, yes. | think theople who are, | guess, at
compliance level ... | am thinking of some our Ergnembers who would have all
these procedures in place and would be fully caanmpliif for some reason you had to
go down to say, | do not know, a person in the astodepartment or something and
started asking them questions they might feel acdmicerned about that. That is a
difficult area because whoever is in charge, Itke compliance officer, or | guess in
many cases somebody like the legal officer of amamy, the company secretary,
they would understand it and they would know. lldohave thought to have that so
that if there is an investigation it would be fhem to go down and talk to whoever of
their staff has been involved in a particular isand to get the information back. |
think it is a sort of grey area there. | am notisg completely against it but it does
give a bit of concern that if you are asking peppbeput it nicely, lower down the
chain sort of thing to get involved what sort obtacction do they have. That is an
issue as well. | do not know how often this hasieap and | am not clear whether
this has been an issue, whether this has been lsogeahat the Data Protection
Commissioner has had trouble with in the past.o hdt know. | am not aware of
anything but then, as | explained earlier, | am1@ per cent up on this area.

Deputy T.A. Vallois:

In particular this amendment 1, just to give yowigof background, it has been
lobbied for by the Information Commissioner’s Officn the U.K. for many years

now and they still have not introduced this amenunas yet but Ireland have had it
since the inception of their law anyway. So, jastiive you a bit of a background as
to why we are looking into this because of the pthat although Ireland have had it,



they have had it since the beginning, and U.K. sdilé yet to decide whether to

introduce it because the I.C.O. (Information Consioser's Office) has been

lobbying for it for years. So we are trying to seleether what is being proposed is
proportionate to Jersey, whether it is really regghiand if it does what it is required
to do.

President, Jersey Chamber of Commer ce:

Sometimes Jersey has a propensity, if that isitjiet word, to use a sledgehammer to
crack a nut. What | would be interested to knowg maybe to give a more definitive
opinion on, is the question | asked earlier: arerghinstances where the Data
Protection Commissioner has started an investigatto something and then hit a
blank and said: “I am not able to question the pedpvant to question who would
know about it"? Maybe, as a sort of compromisa way, that should be that if the
Data Protection Commissioner wanted to speak t@lpeoelow the level of a data
controller in a company she maybe would have toarthlke case to the court first.
Maybe that is too complicated and too long windeth not know, but that is just an
observation that maybe that is the way it shoulditwee rather than have a blanket
law across the board. As | said, it would be $&ing to know how often there has
been this issue where it has not been possiblettthg information or to get the right
level of information, if you see what | mean. Ahere any instances of this at all that
you may be aware of?

[11:30]

Deputy T.A. Vallois:

In the course of our review of this we do not h#we Data Protection Commissioner
under this afternoon but, say for example, if wereveao identify that the
commissioner was able to do her job pretty welp@@cent of the time but 1 per cent
of that time there is a difficulty in being abledbtain the information, would you say
that it was proportionate to bring this amendmentoi be able to provide that 1 per
cent?

President, Jer sey Chamber of Commer ce:

In a way it depends how important the 1 per cenflisat is really the important issue.
A lot of things you go on, it is the usual storguyspend 99 per cent of your time
dealing with the regular stuff but it is the 1 pent that is the real difficulty. That is
an issue that just needs to be clarified as totimber of instances that that 1 percent
is needed and what effect that has on the invégtigathat are being carried out. |
think that is really the difficulty. | am sorry &ay | am being so vague on it but that
is why | am being a little bit cautious on this f@rlar amendment because | would
like to know if possible how often this happens.

Deputy D.J. De Sousa:
Do you foresee any implications with this amendmegadn your members?

President, Jersey Chamber of Commer ce:

Not really, not on the bulk of our membership. @gly a lot of our members are in

the finance industry and they have their assogiatvih Jersey Finance, the Jersey
Bankers Association and the trust companies wharareh more up in the law and

the law of compliance. So | am sure that theypmetty well advised. On some of



our larger non-finance companies, as | have sadple like the company secretary
and they would have legal advisers, so they woelddwvered, | would have thought,
on this sort of thing and staff would be coveredvadl as part of liability of working
for a large company. But | am trying to get mydheaund where a smaller business,
not necessarily a 2-man business like mine butlemialisinesses, may be caught up
in something like this and that | would find quitifficult to imagine what
circumstances would even provoke an investigatiothb Data Commissioner, if you
see what | mean, although we are always talkingthgses all the time. So that is
what makes it quite difficult.

Deputy T.A. Vallois:

If we were to say, for example, that your businegs) had the Chamber of
Commerce and you are data protection compliangosopay your notification fee
and you comply with data protection principles, @nhdne of your members were to
have information and they released that informatlmrt left the Chamber of
Commerce there is nothing that the Data Protec@iommissioner can do because she
can only serve a notice on the data controllehef@hamber of Commerce and a data
processor. That person has moved out of that artiherefore they are untouchable.
If that was to happen ...

President, Jer sey Chamber of Commer ce:

| see where you are coming from but | think you @anting a picture that would not
exist in reality because the chamber’s involvenvattt data protection is only on our
membership database in effect. We do not contr@dtvour members do. We do
what they want us to do, or we try to anyway, beeaof our function as a lobby

group.

Senator S.C. Ferguson:
So suppose one of your members sold your emabflistembers?

President, Jersey Chamber of Commer ce:

Firstly, 1 think my view and the view of our couhevould be to kick them out.
Where we stand in the legal thing | would have @dack to our legal adviser, | am
afraid, on where we stand on that. We get askedv® have been asked by a number
of people doing marketing campaigns and this sbrthmg: “Can we have your
database?” and the answer is: “No, you cannotanall.” It is not what we do. We
do not give out that sort of information. We pshlia list of members on our website
which is for people who want to find out what soirservices and what businesses are
available but we do not go into any ... we do neé @ut the information. We say: “If
you want to talk to one of them, there is their g#rmddress; go talk to them”, sort of
thing, and we do not give our list out or anythofdhis at all.

Deputy T.A. Vallois:

But if you were to move that scenario, not sayir@@ber of Commerce but into an
actual business scenario, the data controller wbaldtill be liable for at the moment
what would be a fine for allowing that to happdmttinformation being able to get
out. However, this person who has the informatoias breached and done this or
that, et cetera, the commissioner just needs nrmdogmation to find out how far
down the line or the extent it has gone to. Shaable to go to them because the law
restricts her in that way unless she goes to thiegpand uses what would be classed



as, | think she says, the heavy duty powers onrgpert to enable her to get that
information.

President, Jersey Chamber of Commer ce:

| think if it is something like that and the persdoes not work for the company any
more, | think there are adequate powers underativeusing the police to go and say:
“Listen, you have a legal obligation to do this’daih necessary that person could be
taken to court. Surely there is in the small pgomewhere down the line which
gives the commissioner to ask the police to getlred, and that is another issue if
someone is being genuinely uncooperative. Theenaigh law about that at the
moment, am | right, or have | got that wrong?

Mrs. H. Rudlle:

Yes, there are certain powers. | think you arbtrig is understanding to what extent
there is a gap in the law at the moment and | thivdt is something, as Deputy
Vallois said, that we need to explore with the cassioner.

President, Jer sey Chamber of Commer ce:

Yes, | think that is something you will need to d@s& commissioner as to what gaps
there are in the law that make her feel that sleel:éhis amendment. Going through
the proposal, this is the only one that has aaoarea of doubt, put it like this, and

that is a difficult one. The judgment really isvhoften does it happen ... well, you

cannot say how often you expect it is likely to jpap but are there instances of it
happening in the past where there is not enoughnrdtion available that you have to
call in the full force of the law, which does happeom time to time but then in a

way that is the backstop that you have for the law.

Deputy T.A. Vallois:

Do you think it is appropriate that the commissiosigould ask the police to assist in
being able to obtain that information or do younkhithe commissioner should be able
to go and obtain that information herself?

President, Jer sey Chamber of Commer ce:

| think it is a question of resource, is it notlig? | think that one would assume that
if the commissioner tried to get the informatiordamould not get it and then felt that
this information was necessary to pursue the cagbeocomplaint that was being
handled then I think, yes, you have the fallbackifan of going to the police and |
think that is there. The only thing is in the pakperception, let us put it like that,
you do not want it too heavy handed but if thatieat has to be done that is what has
to be done, so long as they are clear within tixeda to where the information might
be and what they need to do and how obstructiveewdrowas involved in it was in
providing that information anyway.

Deputy D.J. De Sousa:

You touched on amendment 4 and said that the chasholes not have a problem with
this. This is the seizure of equipment. A lotocoimpanies, big or small, keep an
awful lot of their data on their equipment thesgsdals there a perception that this
amendment could affect businesses if their equipnvas seized?

President, Jersey Chamber of Commer ce:



Well, obviously, yes. For example, my business$did not have a computer | could
not trade. That is very straightforward althougiviously | do have a backup on my
server and everything like this. So that is a fmwbthere but | think all this seems to
me, and this is really more a personal opiniont yloa are bringing things into the
21st century, because if it is just papers thatwaunt under the law, as | understand
it, the Data Commissioner can get the papers tl@nhseds but, as you have just said,
that information is stored on computer now, whiglguite normal in a way, whether
it means seizure of computers or does it mean iei@udiscs and whatever. You
cannot take someone’s computer away and then loot #hem to trade. There has
got to be different ways of ... there are ways @ihd that, | would have thought. In
other words, you take the information from the hdnigte and there it is but you allow
people to get on and run their businesses. Butreferred to, it is just where a lot of
the information is and you cannot ignore modermnetogy when investigations are
being made. Whether you physically take someooemputer away or take their
hard drive, you have got to prove that. | guesatwham saying is you have got to
prove that in a court of law that you feel that thi®rmation that you are looking for
is on somebody’s computer, which it could well l&n the other hand, of course, you
never put anything on email or on your computet ylo&s would be unhappy to share
with anyone else. Let us put it like that, if yeee what | mean. | try not to commit
myself to writing things on email that somebody htifind to have a go at me about a
bit later. So it seems to me that this is a meidahthing rather than anything else. It
is a question of the data; it is just a questiobraiging this up to the 21st century, |
would say. | guess there is a possible problemetieit | would have thought,
especially with larger businesses they have lighisurance and this sort of thing
and you are covered to a point on this sort ofrmfttion. Perhaps it is a greyer area
than | originally thought but I think there you area way reliant - and | am only
referring to this for companies, not with regardridividuals - on people using good
practice and complying with the law and being caeml If you are really found to
be not compliant maybe you do need the full tho#ahe law because Jersey has to
be seen as being law abiding and following the lathink that is really it.

Deputy T.A. Vallois:

On that basis with regards to following the law augdt taking you back to
amendment 3 about the penalty, they are changibtg d prison penalty. So you
could have a maximum of 2 years in prison for bingeg data protection. Obviously
there has to be discretion used on that. How dbofgel that that would be seen by
either your members or other bigger businesses avbadata controllers? Do you
think that that would make data protection muchemaut there and noticeable to the
ordinary person?

President, Jer sey Chamber of Commer ce:

| think it would highlight to the data controlletise problems and the possibilities if
things go wrong. | think that prison is probaldhe tultimate sanction for what to me
seems to be partly a civil offence. Maybe somg i3f criminal but | think that is the
ultimate sanction that | think the court wouldreally that is the last resort and that is
your backstop, my cricketing analogy there, thagadar down the line I think that it
would really have to be very, very serious for ¢bert to impose any sort of custodial
sentence, although | can see fines are a differatter. But | think maybe it just
brings it home to people that you cannot do tltiss a bit like various other offences:
you cannot drink and drive and this sort of thingust think it is something in the



background that you have that should make peopleemoware of their
responsibilities.

Deputy D.J. De Sousa:

| just have one more on amendment 1, the one thatsgid causes you concern.
Have there been any cases within the chamber wdadee protection have come to
you or the chamber and said ...

President, Jer sey Chamber of Commer ce:

Not that | know of, no. | have been president sifast May and nothing has come
then. Prior to that, the previous 3 years, | waarcof the retail committee and | have
been on the Chamber Council for a number of yeatsave not had any incident at
all where we have been asked to do anything or beaived in anything or been
informed by any of our members that there are atg @rotection issues that have
come to light. Apart from people saying data pcbém, it is more a sort of thing
between departments: “Why do we have to tell tkenen? Why do we have to make
the same returns to all sorts of different govemintkepartments?” that sort of issue
of data protection, yes, that comes along. Weg@dtby tax: “We cannot pass your
information on. You have got to do 3 lots of thdoss of forms”, which is a
bureaucratic thing, red tape, where | think thesald be some sense applied there.
But in general | think that - and | did check ardurefore | came here - over the past
4 or 5 years nothing at all has come across thanlthink of that has anything to do
with any data protection issues, specific issu&s.| said, we do have the problem of
how many times you give government departmentsepi@ information, which is
another matter of red tape, as | would call it, it specific issues no.

Deputy D.J. De Sousa:
Do you see any implications of any of the amendmaiffecting any of your smaller
businesses, bearing in mind we are in a recession?

[11:45]

President, Jer sey Chamber of Commer ce:

A difficult one. If you are in a recession you vi@umot like your computer taken off
you because you would find it hard to replace diag | am not sure the recession in
a way has anything to do with it. | really do tloink it has. This is why probably it
has not crossed people’s mindset in a way becheyeare just too busy running their
businesses and keeping themselves afloat. Lierg tough out in the marketplace,
very tough, and a lot of small business ownerspending all their time just keeping
everything together, let us put it like that, ahi s why | think data protection really
comes way, way down their list of priorities, ifeiven figures at all. Maybe you have
got to think about perhaps if you make the lawrgiey people will think: “Hang on a
minute, | had better watch this.” It is just ar@thhing that you as a business owner
have to watch but it is the way of things in theufe and it is the way things are going
now. People do keep a lot of information on adbpeople and you do need a law,
you do need a control of it. You cannot just héivat information and just use it
willy-nilly. It has to be based in law.

Deputy T.A. Vallois:
Thank you very much for your time. It is very muabpreciated.



President, Jer sey Chamber of Commer ce:
That is okay. | hope it has been of some help ayyw

Deputy T.A. Vallois:
Yes. Thank you very much.

[11:46]

10



